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Czy hejt może zabijać? NIL włącza się w walkę z 
cyberprzemocą 

Hejt i nienawiść w przestrzeni cyfrowej coraz częściej przestają być jedynie słowami. Uderzają w
zdrowie psychiczne, destabilizują życie zawodowe i prywatne, a w skrajnych przypadkach
prowadzą do realnych zagrożeń dla bezpieczeństwa osób, wobec których są kierowane.
Szczególnie narażeni są przedstawiciele zawodów zaufania publicznego – w tym lekarze – których
praca odbywa się w warunkach dużego napięcia społecznego i emocjonalnego.
Z inicjatywy Prezes Naczelnej Izby Pielęgniarek i Położnych Marioli Łodzińskiej odbyło się spotkanie
przedstawicieli zawodów zaufania publicznego z wiceministrem cyfryzacji Dariuszem Standerskim
oraz ekspertkami NASK, poświęcone skali zjawiska hejtu, dezinformacji i cyberprzemocy. W
wydarzeniu uczestniczył także Sekretarz Naczelnej Rady Lekarskiej Grzegorz Wrona.
Celem rozmów było wypracowanie skutecznych procedur zgłaszania oraz reagowania na treści
publikowane w internecie, które podważają autorytet, naruszają dobre imię i bezpieczeństwo osób
wykonujących zawody zaufania publicznego.
Podczas spotkania podkreślono, że hejt w sieci coraz częściej przybiera formę zorganizowanych
działań dezinformacyjnych, których celem jest ośmieszanie, zastraszanie i dyskredytowanie
konkretnych osób. Zwrócono również uwagę na pilną potrzebę jasnego zdefiniowania hejtu i
cyberprzemocy w obowiązujących przepisach prawa, tak aby możliwe było skuteczniejsze ściganie
sprawców i skuteczna ochrona ofiar.
Naczelna Izba Lekarska konsekwentnie wskazuje, że ataki na lekarzy i inne osoby wykonujące
zawody zaufania publicznego nie są wyłącznie problemem jednostek – uderzają w cały system
ochrony zdrowia oraz w bezpieczeństwo pacjentów. Poczucie zagrożenia i presja ze strony hejtu
prowadzą do wypalenia zawodowego, rezygnacji z pracy i ograniczania aktywności zawodowej, co
wprost przekłada się na dostępność świadczeń medycznych.
Spotkanie z udziałem Ministerstwa Cyfryzacji i NASK stanowi ważny krok w stronę stworzenia
spójnych, szybkich i skutecznych mechanizmów reagowania na przestępstwa w cyberprzestrzeni.
Kolejne etapy prac nad procedurami zgłaszania i analizowania treści dezinformacyjnych będą
prowadzone w trybie roboczym.
NIL będzie aktywnie uczestniczyć w tych działaniach, stojąc na straży bezpieczeństwa lekarzy i
pacjentów oraz domagając się realnej ochrony przed hejtem i nienawiścią – zarówno w sieci, jak i
poza nią.
Jednocześnie przypominamy, iż Zespół ds. Naruszeń działający przy NIL jest w gotowości i 
oczekuje na zgłoszenia dotyczące informacji o dotykającym Państwa hejcie oraz czynnej 
napaści fizycznej na adres naruszenia@nil.org.pl




