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Lekarz w cyfrowym świecie: Jak chronić dane pacjentów 
i unikać zagrożeń 

Cel Szkolenia:

Celem webinaru jest podniesienie kompetencji lekarzy w zakresie
cyberbezpieczeństwa, ochrony danych pacjentów oraz reagowania na
incydenty cyfrowe, które mogą mieć wpływ na bezpieczeństwo zdrowotne,
prawną odpowiedzialność oraz ciągłość pracy placówek medycznych. Szkolenie
obejmuje praktyczne aspekty ochrony danych medycznych, reagowania na
incydenty cyfrowe oraz identyfikacji zagrożeń w pracy lekarza. Uwzględnia
obowiązujące przepisy (RODO, KSC, NIS2) oraz wpływ cyberataków na opiekę
nad pacjentem.

Wykładowca: 

Michal Zdunowski – ekspert ds. cyberbezpieczeństwa z ponad 15-letnim
doświadczeniem. Realizował projekty dla sektora ochrony zdrowia, transportu i
administracji. Autor książki „Przewodnik po ustawie o KSC dla MŚP”. Prowadzi
szkolenia dla lekarzy, administracji i menedżerów. Twórca inicjatywy
Bezpieczniaki i CEO IS Consulting – instytutu doradztwa strategicznego w
zakresie bezpieczeństwa cyfrowego.

Program szkolenia:

1.
Wprowadzenie do cyberbezpieczeństwa w ochronie zdrowia

2.
Identyfikacja zagrożeń i technik socjotechnicznych

3.
Ochrona danych pacjentów i higiena cyfrowa



4.
Reakcja na incydenty i obowiązki prawne

 

Szkolenie realizowane w partnerstwie z NIL IN Sieć Lekarzy Innowatorów.




