
UCHWAŁA Nr 195/25/P-IX 

PREZYDIUM NACZELNEJ RADY LEKARSKIEJ 

z dnia 18 grudnia 2025 r. 

w sprawie wyrażenia zgody na zakup nowego serwera na potrzeby biura Naczelnej Izby 

Lekarskiej  

Na podstawie art. 39 ust. 1 pkt 4 w zw. z art. 5 pkt 23 i art. 40 ust. 4 ustawy z dnia 2 grudnia 

2009 r. o izbach lekarskich (Dz. U. z 2021 r. poz. 1342), § 1 uchwały nr 18/23/P-IX Prezydium 

Naczelnej Rady Lekarskiej z dnia 10 lutego 2023 r. w sprawie wyrażania zgody przez Prezydium 

Naczelnej Rady Lekarskiej na zaciąganie zobowiązań majątkowych oraz § 1 uchwały Nr 2/10/VI 

Naczelnej Rady Lekarskiej z dnia 12 lutego 2010 r. w sprawie upoważnienia Prezydium 

Naczelnej Rady Lekarskiej do działania w imieniu Naczelnej Rady Lekarskiej, uchwala się,  

co następuje: 

§ 1. 

1. Wyraża się zgodę na wydatkowanie kwoty do          zł brutto (słownie:       ) na 

zakup serwera na potrzeby biura Naczelnej Izby Lekarskiej oraz na doposażenie 

obecnie użytkowanych jednostek serwerowych. 

2. Środki, o których mowa w ust. 1 będą pochodziły z budżetu IT NIL. 

 

§ 2. 

Nadzór nad realizacją uchwały powierza się Wiceprezesowi NRL Pawłowi Barucha. 

 

§ 3. 

Uchwała wchodzi w życie z dniem podjęcia. 

 

 

UZASADNIENIE 

Zakup serwera jest elementem długofalowej strategii zarządzania infrastrukturą 

teleinformatyczną, której celem jest regularne odnawianie sprzętu.  

Realizacja inwestycji jest konieczna z uwagi na: 

• Bezpieczeństwo danych i ciągłość działania – obecne serwery pracują nieprzerwanie od 

ponad 5 lat, co zwiększa ryzyko awarii i przestojów w usługach. 



• Redundancję i skalowalność – zwiększenie liczby serwerów z 2 do 3 ograniczy podatność 

na awarie oraz umożliwi wykonywanie prac serwisowych bez przerywania pracy 

użytkowników. 

• Migrację do nowej lokalizacji – dodatkowy serwer ułatwi proces przeniesienia 

serwerowni do planowanej nowej lokalizacji. 

• Zgodność z Polityką Bezpieczeństwa – wymagane jest zapewnienie nadmiarowości 

w  obszarze infrastruktury krytycznej. 

Zakup serwera dopełni konfigurację planowanego klastra, co jest kluczowe dla realizacji 

procedur failover i disaster recovery, które są integralną częścią naszej strategii 

bezpieczeństwa. Nowa konfiguracja klastra serwerów umożliwi: 

• automatyczne przełączenie usług na zapasowy serwer w przypadku awarii (failover), 

• utrzymanie ciągłości działania systemów krytycznych w sytuacjach awaryjnych, 

• skrócenie czasu odtworzenia środowiska produkcyjnego w ramach planu Disaster 

Recovery, 

• wykonywanie prac utrzymaniowych w godzinach pracy bez zatrzymywania środowisk 

produkcyjnych. 

 

 

 


